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**What is Security?**

**Security, in information technology (**[**IT**](https://searchdatacenter.techtarget.com/definition/IT)**), is the defense of digital information and IT assets against internal and external, malicious and accidental threats. This defense includes detection, prevention and response to threats through the use of**[**security policies**](https://searchsecurity.techtarget.com/definition/security-policy)**, software tools and IT services.**

**Security is critical for enterprises and organizations of all sizes and in all industries. Weak security can result in compromised systems or data, either by a malicious**[**threat actor**](https://whatis.techtarget.com/definition/threat-actor)**or an unintentional internal threat.**

**Physical security**

[**Physical security**](https://searchsecurity.techtarget.com/definition/physical-security)**is the protection of personnel, hardware, software, networks and data from physical actions, intrusions and other events that could damage an organization. This includes natural disasters, fire, theft and terrorism, among others. Physical security for enterprises often includes employee access control to the office buildings as well as specific locations, such as data centers.**

**INFORMATION SECURITY**

**Information Security is not only about securing information from unauthorized access. Information Security is basically the practice of preventing unauthorized access, use, disclosure, disruption, modification, inspection, recording or destruction of information. Information can be physical or electronic one. Information can be anything like Your details or we can say your profile on social media, your data in mobile phone, your biometrics etc. Thus Information Security spans so many research areas like Cryptography, Mobile Computing, Cyber Forensics, Online Social Media etc.**